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Posso inserire un indirizzo email in blacklist?
Dario Lombardi - 2017-03-21 - Hosting cPanel

Puoi inserire un indirizzo di posta o un intero dominio in blacklist accedendo al cPanel e
cliccando dalla sezione E-mail sulla funzione Apache SpamAssassin.

Ti troverai in questa schermata dove dovrai cliccare su "Configurare Apache
SpamAssassin™:
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Apache SpamAssassin™ is a mail filter that identifies spam. It is an intelligent email filter that uses a diverse range of tests to |c‘|em:|f3,l u
examine email headers and content to classify email with advanced statistical methods. More infarmation is available at s 5535

Apache SpamAssassin™ is currently enabled.

Filters

Spam Auto-Delete is Disabled

You can automatically delete messages that the system marks as spam. First, set the number of hits that you wish to require before th
NOTE: 5 is the default setting. The higher the number, the maore conservative the setting.
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Auto-Delete Spam
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You may also disable auto-deletion of spam.

Disable Auto-Delete Spam

Apache SpamAssassin™ Configuration

You may also configure the different settings for Apache SpamAssassin™.

Configure Apache SpamAssassin™

Ora inserisci |' indirizzo di posta o tutto il dominio che vuoi mettere in blacklist in uno dei
campi blacklist_from, ad esempio email@dominiol.com o *.@dominio2.com:
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Used to specify addresses which send mail that is often tagged (incorrectly) as non-spam, but which the user doesn't want. 5ame format as whitelist_from.

blacklist_from email@dominiol.com
blcidst_from

blacklist_from

|

Set the number of hits required befare a mail is considered spam. “n.nn" can be an integer or a real number. 5.0 is the default setting, and is quite sggressive; it would be suitable for a single-user setup,
but if youtre an ISP installing Apache SpamAssassin™, you should probably set the default to be more conservative, like 8.0 or 10.0

Assign scores (the number of points for a hit) to a given test. Scores can be positive or negative real numbers or integers. "SYM-BOLIC_TEST_MAME" is the symbaolic name used by Apache SpamAssassin™
for that test; for example, FROM_EMDS_IN_NU". If only one valid score is listed, then that score is always used for a test. If four valid scores are listed, then the score that is used depends on how Apache
SpamAssassin™ is being used. The first score is used when both Bayes and network tests are disabled. The second score is used when Bayes is disabled, but netwaork tests are enabled. The third score is
used when Bayes is enabled and network tests are disabled. The fourth score is used when Bayes is enabled and net-work tests are enabled. Setting a rule's score to 0 will disable that rule from running.
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Used to specify addresses which send mail that is often tagged (incorrectly) as spam; it also helps if they are addresses of big companies with lots of lawyers. This way, if spammers impersonate them,
they'll get into big trouble, so it doesn't provide a shortcut around Apache SpamAssassin™. Whitelist and blacklist addresses are now file-glob-style patterns, so friend@somewhere.com, *@isp.com, or
*.domain.net will all work. Specifically, * and 7 are allowed, but all other metacharacters are not. Regular expressions are not used for security reasons.

whitelist_from I:l
whitelist_from l:l
whitelist_fram 7
whitelist_from I:l
whitelist_from l:l

Ora basta cliccare su "save" ed il dominio sara in blacklist.



